Lab 5 – IP addresses and the netstat Command
Variations of netstat command
1. On the Linux machine, try different variations of the netstat command and save the output to a file.
a. Display information on the network interfaces by typing netstat –in
b. Display the content of the IP routing table by typing netstat –rn
c. Display information on TCP and UDP ports that are currently in use by typing netstat –a
d. Display the statistics of various networking protocols by typing netstat –s
2. When are the values of the statistics recorded by the netstat command reset?

3. Using the saved output, what are the network interfaces of the Linux machine and what are the MTU (maximum transmission unit) values of the interfaces?

4. How many IP datagrams, ICMP messages, UDP datagrams, and TCP segments has the Linux machine transmitted and received since it was last rebooted?

5. Explain the role of interface lo, the loopback interface.

6. In the output of netstat –in, why are the values of RX-OK (packets received) and TX-OK (packets transmitted) different for interface eth0 but identical for interface lo?

Associating names with IP addresses
1. On the Linux machine, inspect the contents of the file /etc/hosts.

2. On the Linux machine, issue a ping command to the client machine’s IP address.

3. Repeat step2 but use the client’s hostname instead of the IP address.

4. On the Linux machine, edit /etc/hosts and add a line for the client machine but give it a hostname of host1.funu.edu.

5. Ping the client machine using its real hostname.

6. Ping the client machine using host1.funu.edu.

7. Return /etc/hosts to its original state.

8. Explain why a static mapping of names and IP addresses is impractical when the number of hosts is large.

9. What will be the result of the hostname resolution when multiple IP addresses are associated with the same hostname in the /etc/hosts file?

10. What were the results of steps 5 and 6?  Explain why those were the results.
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