Lab 2 - Traffic Monitoring using ethereal
The ping command
1. On the client machine, issue the ping command to the IP address of the client machine (have the command issue 5 pings).  

2. On the client machine, issue the ping command to the loopback interface (have the command issue 5 pings).  

3. Save the output of both ping commands to a file(s). 

4. Include the output of the commands in your lab report.   

5. Explain the difference between pinging the local Ethernet interface and the loopback interface.   This is a conceptual question on the role of the loopback interface; the answer will not be found in the response to the ping command.

The ping command

1. From the client machine, ping the switch and record or save the results
2. From the switch, ping the client machine and record the results
3. From the server, ping the switch and record the results

4. From the switch, ping the server machine and record results

5. From the client machine, ping the server machine and record or save the results

6. From the server machine, ping the client machine and record or save the results

7. If any of these are unsuccessful, troubleshoot the problem; all 4 pings should be successful

Running ethereal
1. Start ethereal

2. Start a capture to capture packets on the network interface connected to the client.   

3. Ping the client machine.

4. Stop the packet capture.

5. Save the results of the captured traffic as a plain text file.   This is done by selecting Print in the File menu.   Save the details of the captured traffic, using the “print detail” option in the Print window.

6. Start ethereal

7. Start a capture to capture packets on the network interface connected to the client.   

8. Ping the server machine.

9. Stop the packet capture.

10. Save the results of the captured traffic as a plain text file.   This is done by selecting Print in the File menu.   Save the details of the captured traffic, using the “print detail” option in the Print window.
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